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This supplement does not apply to the Watonal Guad or US Air Face Reerve unis and members.
This supplement contains gdelines aml procedues for requirements development and mcessing
within AFMC. It is re@mmended that each bae Communications and Information Systems Officer
(CSO) deelop loal proceduresfor developing angubmitting Communications and Ihormatian (C&1)
requiremens. Base supplementsanadd to but notakeaway from the Air Force istruction (AFI) and
MAJCOM supplerent.

SUMMARY OF REVISIONS

This revision upda&s thre AFMC Requirement$rocess to reflect changes in AFI 33-103 dmew guid-
ance fom HQ AFMC/SC. AFI 33-103 increaed the cost tieshold ceilirg for C & | System Requirement
Documents (CSRDp $15 nillion, deleed all references b Federal hformation Resource Maagement
Regulaions (ARMR), incorporaed mandates under he Information Technology Maregenment Reform
Act of 1996 (ITMRA), and replaced all references to the DoD Technical Architecture Framework for
Information Management (AFIM) with the DoD Joint Technical Architecture (JJ.AThisrevision pro-
videsAFMC policy on acquiring commerial IT based on he HQ AFMC/CC Memo dated 10 August
2000. In addition, the Person@omputerMemay CardInternational Asociation (P& CIA) guidarce
has leen updated. Tik revision ado addreses the submsson o corporate ITrequiremens. Finally, the
revision updateoffice symbolsto relect areorganization of HQ AFMC/SC.

AFI 33-103 18 Mar 99, issupplemented as follows:

1.1.(Added) In cass where the s doesn't need CSO asistance in providig technical solutions, the
CSO’s function is to verify that the user reommended technicd solutions conform to DoD, AF, and
AFMC stan@rdsand poicies.

3.2.4.(Added In all requirementsdocunents requesting contractual suppat, include mandatory systems
security awarenes tainingfor al contractual personel who will be wsing C&I systems belongng to the
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federal government to generate, process, store, transfer, or communicate information. Format may be
either the AF C4 Systems Security Awareness Training program or an in-house contractor program, sub-
ject to agreement by the base Computer Security Office. The requestor should work with a contracting
officer to identify all training requirements for contractor personnel for inclusion in the contract.

3.2.5. (Added) Address hardware and software support (i.e., training, configuration, maintenance, and
installation) in the functional description of the requirement.

3.4. (Added) You may use the Blueprint Phased Implementation Directive (BPID), AF For, C215
Systems Requirements Docume, or preferably AFMC Form 32:C4 Requirements Documer, to

identify requirements. A locally developed form or electronic process may be used to satisfy specific
base level requirements that enhance the approval and implementation process. If requirements being for
warded to the MAJCOM CSO are documented on AF Form 3215, cost data must be included within the
technical solution. (See block 15 of AFMC Form 321 for cost data format.) Attachment 6(Added) out-
lines those requirements that must be sent to the MAJCOM CSO. Instructions for preparing the AFMC
Form 321 are available in Attachment 6(Added). For those requirements where an economic analysis was
performed, attach a copy to the C&I Systems Requirement Document. The economic analysis is required
when a new project or program has a total investment cost of over $1 million, or annual recurring costs
over $200 thousand.

3.5. (Added) Personal Computer Memory Card International Association (PChcards are also

referred to as PC Cards. Newly purchased desktops must be delivered with the capability to support two
PC cards/devices. The PC Card Reader/Adapter that allows the PC card to be inserted does not need to be
acquired for the desktop being purchased. However, the desktop must be capable of supporting future
required installations of the PC Card Reader/Adapter if necessary.

3.6. (Added) The base communications unit is the sole provider of operating, maintaining and standard-
izing the base network infrastructure from the user’s PC or server to any network which allows communi-
cations off base (NIPRNET, SIPRNET, etc.). The installation commander must delegate a Single
Approval Authority (SAA) to review and approve all requirements for network services. If the SAA is
not the CSO, a close working relationship must be established between the two. Funds are not to be obli-
gated for any network-related hardware, software or operation support without approval of the SAA.

4.1.1. (Added) The CSO may certify the technical solution without further development, if the CSO and
the customer agree that the solution contains adequate detail to begin acquisition. This will be appropriate
for some requirements that can be met from existing DoD/Air Force/AFMC contracts that are known to
be compatible with standards and architectures.

4.1.2. (Added) The CSO will involve the Center/Base Chief Information Officer (CIO) in the review of
requirements involving major IT investments, waivers to DoD/AF architectures or standards, and other
areas as needed.

4.1.3. (Added) AFMC Activities will use the Air Force (AF) IT Superstore to procure IT products unless

an alternate source clearly provides a better value. AFMC IT products are listed in attachment 8. The
AFMC IT Acquisition Process is listed in attachment 9. The Standard Systems Group Commercial Infor-
mation Technology-Product Area Directorate (CIT-PAD) will work with customers on an individual
basis to obtain even greater price discounts for quantity buys of 50 systems or total purchases greater than
$50K. For exceptions to using the AF IT Superstore, the customer will provide a best value analysis of
the AF IT Superstore product and the alternate source on the CSRD. The best value analysis is completed
through a process that compares price, performance, availability, and maintainability to select the most
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advantageous \aue to the goernment. When alernate surces provide a béter value, the apropriate
CSO will certty the CSRD with the recommended alternate soufde Contracting Officer will make
the final decsion on whichsource povides the lest value. If the AF ITSuperstore does nbhavea prod-
uct with thecapabiliies neededd satsfy the requiement, this will be documented on the CSRior CSO
certification. Furtherinformation may be obtained tehttp://www.itsupestore.af.mil.

4.14. (Added) The authaty to decide on whether oot aCSRD is required forcomputer acessories
(piece parts like dsk drives, Zip Drives, CD-ROMreadersand witers, memory/video/sound/NIC cards,
etc) for ingtallation on existing comgars is delegated to tHeSO. A CSRD will be requiretor modem
purchase.

4.1.5.(Added) Fo Oracle producs, AFMC has entered into anagreement with Orale for a com-
mard-wide Enterprise License. Seethe AFMC Orade Rroduct Information web pagehttps.//

msg103.msg.wpafb.&.mil.) AFMC Activities will use the OracldenterpiseLicense for Oracle require-
mens.

4.1.6. (Added) Forwaiver requests such as waivers from DoD, AF, or AFMC architecturesand stan-
dards, froncurrent IT policies, from a command-wide software ligensuch as the AFMC Cate license,
etc a waiver request must be subrted to HQ AFMC/SCHR. Thiswaiver must iclude a jusfication and
provide a cet breakdown fa the poposed tehnical solution, including acost comprison betwen the
propcsed solution and tle AFMC compliantsolution. HQ AFMC/SC will considera waiver b existing
architectuwes or poicies on acase-by-case basigvritten approval odisappoval for the waiver will be
provided within 15 weking days 6 receipt of waiver.

4.1.7. (Added) The BseCSO will submit requirement documents tdHAFMC/SCPRfor coordination
of the technical solions that fall withn the areasdentified in attachment 6 In addition AFMC corpo-
rate IT investments will be submittedd the CIOSupport Waking Growp (CSWG)to determingf they
requre CIO Courcil review. AFMC corporate ITrequrements are defied as IT neds ordeficiencies
identified bythe ClOs, misson area®r cente commanders which impact acrosthe commandnore than
one functionabrea or those selectédr implementationacross theommand Prior to submissiondthe
CSWG, the centerbase ClOs (blding membershp on the AFMC CIO Cauncil) mug validate the IT
requirement as candidae for a command-wid IT project.

4.18. (Added Suppat andsustainment costare to be included ithelife-cycle ccsts d the cat compar-
ison.

4.2.1.(Added) Coordinag alteratons whch mee the above critea through tke supporing CSO.

5.21. (Added) The CSO maysal contact other AFMCrganizations for technicadolutions in the devel-
opmentsustinment, and re-engineeng of Communications ahlnformaton systems.

5.3.4.1. (Added) Video Tdeconference Equipment (VTC). See AFI 33-117, Visual Information (V1)
Management, paragraph 2.3, and the VTC Implementer’s Guide (avalable on the Web at http://
www.afca.scott.af. mil/multimedia). All AFMC requirements for vide teleconfererting equipment trat
are consideed to beroom units(Desktop systems do not require MM approval) will be sert to the
MAJCOM CSO (HQ AFMC/SCPR) for processing. The MAJCOM CSO will send the VTC require-
mentsto HQ AFCA/GCOQV for certification o thetechni@ solution/costing ashfor documentatin into
the Air Fore databae.
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5.5. (Added) In-house resources or services support contracts can be used to develop technical solutions.
Technical solutions that deviate from the current base infrastructure or target architecture must be
reviewed by the STEM-B for compliance.

5.6. (Added) The base CSO will continue to review and certify all Sole Source Justification (SSJ) and
Justification & Approval (J&A) documents for the acquisition of Information Technology (IT) resources.
The following certification statement is required on the J&A:

| certify that this data supporting the recommended use of other than full and open competition for the
acquisition of these information technology resources is complete and accurate. | approve the recom-
mendation for the use of other than full and open competition in this acqt.isition

CSO signature, Organization, Telephone #, Date

5.6.1. (Added) Enter the CSO control number of the CSRD, or other certified requirements document,
below the purchase request number listed on the J&A or SSJ.

8.1. (Added AFMC Form 321.
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Attachment 1 (Added)

ABBREVIATIONS AND ACRONYMS
BPID Blueprint Phase Implementation Directory
CIT-PAD Commercial Information Technology Product Area Directorate
C&lI Communications and Information
CIO Chief Information Officer
CSWG CIO Support Working Group
IT Information Technology
J&A Justification and Approval
NIPRNET Non-Secure Internet Protocol Routed Network
NSE National Security System
PCMCIA Personal Computer Memory Card International Association
PLGR Precision Lightweight Global Positioning Satellite Receivers
SAA Single Approval Authority
SIPRNET Secret Internet Protocol Routed Network
SS. Sole Source Justification
Terms

CSO Certification. Signature by the CSO certifying that the CSRD technical solution complies with cur-
rent DoD, AF, and AFMC standards and architecture. The CSO is the Communications Squadron Com:-
mander, the SC equivalent of an activity, or the delegated individual.

National Security System (NSS’Any IT in support of telecommunications or information systems oper-
ated by the United States Government, the function, operation, or use of which involves intelligence
activities, cryptologic activities related to national security, command and control of military forces,
equipment that is an integral part of a weapon or weapons system, or is critical to the direct fulfillment of
military or intelligence missions. (A system is not a NSS if it is to be used for routine administrative and
business applications (including payroll, finance, logistics, and personnel management applications).
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Attachment 6

REQUIREMENTS THAT MUST BE FORWARDED TO HQ AFMC/SCPR

A6.1. All AFMC requirements that impact multiple AFMC bases (excluding those for Air Force standard
systems). This includes Automated Information System (AIS) developments.

A6.2. All AFMC requirements for Precision Lightweight Global positioning satellite Receivers (PLGR).

A6.3. All AFMC requirements for International Maritime Satellite (INMARSAT) services and equip-
ment.

A6.4. All AFMC requirements for video teleconferencing equipment that are considered to be room
units, i.e., studio or small group systems are considered to be room units, will be sent to the MAJCOM
CSO (HQ AFMC/SCPR) for processing. Desktop systems do not require MAJCOM approval.

A6.5. All AFMC requirements for centrally funded long-haul circuits.

A6.6. All AFMC requirements that incorporate radio frequency transmitters or receivers (after coordina-
tion with the installation spectrum manager).

A6.7. All AFMC requirements for video production except those for base level use only.
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Attachment 7

C&l SYSTEMSREQUIREMENTS DOCUMENT INSTRUCTIONS FOR AFMC FORM 321 (UP

TO $15M)

BLOCK BLOCK TITLE ENTRY
NUMBER
1. Mandatory DATE Use curent date bsubmision (DDMMYY).

2. Mandatory REQUIREMENT TITLE

A short subject/title ofequirement, study, qr
equipment acquaition.

(=)

3. Mandatory CSO CONTROL Assigned by thebase CSO oMAJCOM CSO.
NUMBER For requrements sent to headatters, add
three-letter suifix to link requiremend to org-
inating office and organization (use 3-lettér
fice symbol). An additional thee-letter suffix
may be ugd to satsfy local tracking requie-
mens.
4. Mandatory REQUESTING Enterthe requestingrganiztion.
AGENCY
5. Mandatory REQUESTER Enter tle requester'siameand office symbol.
6. Optional E-MAIL ADDR ESS Entertherequestes e-nail addess.
7. Mandatory PHONE NWMBER Enterthe requester’'s phemumber.
8. Optional FAX NUMBER Enterthe requester'fax number.
9. Mandatory DATE REQUIRED Providearealistic date.

10. Mandatory MISSON OR SYSEM

Identify the mision or system supported b

SUPPQRTED this requirement.
11. Optional DATA SYSTEM Identify the data sstem designator (DSD) of
DESIGNATOR thefunctional software system (if any impect-

ed by thischange in mission orrequrement.

12. Mandatory REQUIREMENT

Provide a narrative of tb functional requre-
ment and a ebkcripion of what is to be doa.
Continue o se@rate sleet.

13. Mandatory JUSTIFICATION Provide therationale for therequirement ime-
lation to operational impact artost. Continue
on separate she

14. ACQUISITION DATA

14(a). Mandatoy | ACQUISITION Identify appicable acquisition methodIf

METHOD “Other” is uwsed,also state tte specific method

of acquisition guch as lese, reutiization, or
reallocation).
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14(b. Mandatay

ACQUISITION
STRATEGY

Identify whether the requestill be fulfilled
through other than full ard open competition gl'
not. If so, provide justifcation and approv
(cost > $100K) a sole source justification
(cost < $100K).

14(c). Mandatoy

NATIONAL SEQURITY
SYSTEM
DESIGNATION

The National Security Systemedignation ap-
pliestothe entre I T system nat justto an irdi-

vidual NSSIT acquisition. A copy oftheNSS
detemination shoud be attached tothe re-
qguirements document and copy should bg
mairtainedin the contracffile.

14(d. Mandatory

LOCAL FUNDING

Identify if local funds are available for theg

AVAILABLE posed acquisition.

15. COST DATA

15(a). Mandatory | ACQUISITION Select the appropate Informatian Techndo-
CATEGORY gy Resoure categoryies).

15(b). Mandatay

ONE TIME COSTS

Identify the estimated nonrecuring costsasso-
ciated withrequirementoppaite the appo-
priate acqusition category.

15(c). Mandatoy

ANNUAL RECURRING

Enter all recurmg coss, by category, ® satisfy
the requirement.

15(d).
As Applicable

ESTIMATED SYSTEM
LIFE

Enter the estimatedfé d the system (i.e.,, 5
yeas).

15(e). Mandatoy

ACTUAL COST

Multiply 15c by 15d. Adl this result to 15b.

15(f). Mandatory | TOTAL COST Totd eat column (15b,&e) as appropete.
16. Mandatory TECHNICAL The bae CSO wil work with the orginator
SOLUTION AND and other organizatiores recesary to deel-
ALTERNATIVES op the technia solution and/or recommendsg
alternatives. Once the techniel solution fras
been agreed upon with the originatine bae
CSO wil certify the correctness bthe techni-
cal solution The customer will approve the
technical solution.
17. TECHNICAL SOLU-

TION AUTHORITY

17(a). Mandatoy

THIS SOLUTION
MEETS
ARCHITECTURAL
AND
INTEROPERABILITY
REQUIREMENTS

Enter name, organizatioand telephoanum-
ber of base CSGtechni@l authaity who pro-
vides or reviews th technical solution.
Signaturerequired.
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17(b. As Applica- | TECHNICAL Provide applicable DoDstandards, Ai Force
ble REFERENCES USED directives, Air Force instructions that govefn
this requirement.
18. CERTIFICATION/
AUTHORIZATION
18(8). Mandatory | USER Entername, title, ard organization bindividu-
AUTHORIZATION al authorized b obtain Communications andg
Information resources fa the aganization,
concur with requements and échnical solu-
tion. Signature is required
18(b). Mandatory | RECORDS Mandatoryfor application software acquisi-
MANAGEMENT tions, optionalfor hadware or comnanica-
APPROVAL tions acquisitions. Enter name title, and
AUTHORITY organiztion of the records management ap-
proval autheity. Includesignature.
18(c). Mandatory | BASE CSO Name title, and organizationfahebaseCSO.
AUTHORIZATION Includesignature The base CSO will cauir/
cerify thecorrectnessf thetechni@ solution
for requirementthat affect his bse only.
18(d. Conditional | MAJCOM CSO Name title, ard organization 6theMAJCOM
CERTIFICATION CSO who will concur/cerfy thecorrectness o
the technical solution for requrements outsidg
the base CSQ@’ authority (see attachmerjt
6(Added)).
18(e). Conditional | STD SYSTEM MGR This block will be illed out only by the start
AUTHORIZATION dard sygtems managerfor standard systems re-
guiremens.




10 AF133103_AFMCS1 5 EBRUARY 2001

Attachment 8

AFMC IT PRODUCTS
COMPUTER SYSTEMS NETWORKING SOFTWARE/APPLICATIONS
Handheld/Pdables/Notebooks ATM/Ethernet/Other Switches Software DevelopmenTools
Desktog/Workstations/Serves ~ GaitewaysBridges/Routers/Hub Database (Ecept far Oracle)

RuggedPortables Security Office Automation
WirelessLocal AreaNetworks ~ Web Autharing/Development
Messaging
stByis Mgt/Administration Tools

Network Operating Systems
Graphics/Imaging

PERIPHERAL EQU IPMENT

Printers/Plottas/Scanners

NOTE:

Computer accssories fo installation on exsting compuers ae exemptfromthe pdicy. These computer
accessoriesinclude: memory upgradgedisk drives, NIC/video/sound/SCSI caraip drives CD-ROM’s,

etc.
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Attachment 9
AFMC IT ACQU ISITION PROCESS

Customer identifies IT requirement, proposes technical
solution if possible, conducts research (using AF IT
Superstore) and follows local CSRD process.

For all purchases, customer researches AF IT Superstore to verify cost,
availability, best value, and delivery.
Customer buys after local CSRD process is complete.

AF IT Superstore purchases Alternate Source purchases*
I
[ ]
Purchases product from Alternate Source using IMPAC
Decentralized BPA/IDIQ Ordering Centralized BPA/IDIQ Ordering** card or by following local PK procedures.
(Orders are cut at local Contracting Offices (Orders are cut by the
or purchased via IMPAC Card. CIT-PAD Team)
I
[ ]
Purchases product directly from the Customer prepares and submits required Customer prepares and submits Customer receives product.
AF Superstore Web Site using IMPAC funding documents required docs IAW contract from alternate source.
Card. to local PK. requirement to CIT-PAD.
Customer receives Local PK cuts order CIT-PAD cuts order
product in approximately and sends to vendor. and sends to vendor.
7-10 days. Customer receives Customer receives
product in approximately 7-10 days. product in approximately 7-10 days.

NOTE:

*When altenate sources povide better value, the apppriate Communications andformatian Systems
Officer (CD) (either Bas or Tenant C®) will certfy the CSRD. However, the Base CSOwill con-
tinue b appove requiements for al core netwadk services. Corenetwak servicesare those elements of
network infradructure and spport whch ae most efficiently and/or effedively provided by a single
entity: backone (communiations h/w and s/wgable plat, servers); backbne ®rvices (domain ame
system, protocol addressremoteaccess, drectory service); network management (configiion, perfa-
mance, ad security managementwhich includes end-user applianogainterance (povide central con-
tracts wheh theuser will provide funding, a&quisition gproval); information assurace; hdp desk
services; and messagingngces When usingan alternate source, the customer will pride a besvalue
analysis of the AFT Superstore product ancethlternate source on the CSRDf the AFIT Superstore
does nbhavea product,the cistomer wil documenthis on the CSRD.

**Al' | CIT-PAD contracts/vehies have decentralizeddering capabilif except for the fdlowing: Inte-
grated€omputer Aided Software Engineering JASE), andintegraton for Command,Control, Com-
putes, andCommurncatiors-Intelligence (C4l).

DEBRA L. HALEY
Director of Communications ankhformation



